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Abstract—In this paper, a flexible wireless sensor platform 

with an auto sensor identification scheme is presented. Our 
presented flexible wireless sensor platform consists of sensor 
modules, and each sensor module is a part of the sensor system 
and in charge of one job in the system, such as computation, 
communication, output or sensing. Users can stack multiple 
modules together to build a unique sensor system. Since users 
are able to easily replace one module with others, our platform 
is highly extendable and reusable. A low-cost sensor 
identification scheme is proposed in this paper to detect which 
sensor is mounted on the platform automatically. This scheme 
utilizes a unique I2C address to identify the sensor type. A low-
cost Electrically-Erasable Programmable Read-Only Memory 
(EEPROM) only needs to be setup in the non-I2C sensing 
modules. Furthermore, a firmware initialization process is also 
adopted to achieve the sensor identification mechanism. To 
demonstrate the proposed platform, we show an ambient 
temperature detection application in the paper. The results 
show that the proposed platform is suitable for academic 
researches and industrial prototype verification. 
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I.  INTRODUCTION 

The Internet of Things (IoT) development has progressed 

rapidly in the past few years. This concept was widely used 

not only for the industry and research purposes, but also in 

commercial products in our daily life [1][2]. The idea of IoT 

is to group “things” together with internet, allow “things” to 

communicate or interact with each other, and even, to gather 

their information and utilize it. Numerous IoT devices have 

used wireless sensors to recognize environments due to the 

continuously increasing availability of wireless sensors. 

Besides, wireless sensors are also widely used in many 

research fields, such as sensor networks and sensor fusion.  
There are several ways to build a sensor platform. The 

first one is to manually compose different sensor units 
according to requirements. In [3], Spanbauer et al. proposed 
a sensor cube called MICA. Each MICA node contains 
multiple sensors inside. Different kinds of MICA nodes can 
be applied in various applications. To build up these kinds of 
sensor platforms, users must have enough hardware 
knowledge and resources. Besides, these self-made sensors 
are designed for specific purposes, so they have limited 
extendibility and reusability. The second way is to use 
existing sensor platforms. However, most ordinary sensor 
platforms are designed for sensing only one feature, so 
multiple sensors have to be used for multi-sensing 
applications. This will increase cost, lose accuracy, and 

cause synchronization problems. There are also products that 
divide a sensor node into wireless module and sensor boards, 
such as MicaZ [4]. For different purposes, users can stack 
different sensor boards on the wireless module, so the 
reusability is further increased. However, the architecture 
usually allows only one sensor board connecting with the 
wireless module. Although some sensor boards have 
multiple sensor modules, the flexibility is still confined.  

To support various researches and product developments, 
a broad range of wireless sensors is required. In this paper, 
we present a flexible wireless sensor platform which enables 
users to arbitrarily combine different modules with few 
constraints, so that they can create a unique sensor system 
according to their requirements. For the purposes of 
extensibility and reusability, we divide the sensor system 
into six units: output, sensing, communication, processing, 
power, and debug unit. Each unit is in charge of one specific 
function in the system. To build a sensor platform, users can 
select required sensor modules and stack them one by one, 
just like building bricks. This feature makes the proposed 
platform highly flexible and reusable.  

Since our presented platform supports a variety of sensor 
types and sensor interfaces, how to make the sensor system 
easy to use has become an important task. Normally, every 
time we stack a different sensing module on the processing 
module, we have to download the corresponding firmware 
code to the Micro Control Unit (MCU) in order to drive this 
module. This work not only increases complexity for 
application developers, but also brings inconvenience to 
common users. A sensor identification scheme is therefore 
inevitable to identify which sensor is mounted on the 
platform automatically. In [5][6], R. Morello et al. adopted 
the Transducer Electronic Data Sheet (TEDS) based on IEEE 
P1451 standard to store sensor information. This method 
allows microprocessors to access data through a standardized 
protocol and to realize the sensor self-identification. For the 
only purpose of the sensor identification, the hardware cost 
of this method is high since the TEDS memory needs to be 
setup in each sensing module. K. Mikhaylov et al. [7][8] 
proposed a sensor identification mechanism by using the 
Intelligent Modular Periphery Interface (IMPI). The IMPI is 
implemented as a daisy chain interface based on the Serial 
Peripheral Interface (SPI) bus. However, the bus routing 
complexity is high while the number of interconnections 
becomes large. In this paper, a sensor identification scheme 
is proposed to identify the sensors on the platform 
automatically. This scheme utilizes a unique I2C address to 
identify the sensor type. A low-cost EEPROM only needs to 
be setup in the non-I2C sensing module. Furthermore, a 

46Copyright (c) IARIA, 2017.     ISBN:  978-1-61208-580-7

SENSORCOMM 2017 : The Eleventh International Conference on Sensor Technologies and Applications

mailto:ccyang@cic.narl.org.tw
http://ieeexplore.ieee.org/search/searchresult.jsp?searchWithin=%22Authors%22:.QT.Konstantin%20Mikhaylov.QT.&newsearch=true


firmware initialization process is also adopted to enable the 
sensor identification mechanism. 

The rest of this paper is organized as follows. In Section 
II, we present the idea of flexible sensor platform. Then, the 
hardware implementation and the proposed sensor 
identification scheme are described in Section III. Next, we 
use an example for demonstration in Section IV. Finally, the 
conclusions are given in Section V. 

II. FLEXIBLE SENSOR PLATFORM 

Our presented sensor system is divided into six units for 
the purposes of extensibility and reusability. Each unit is in 
charge of one function in the system: (1) Power unit which 
provides power to all other units is the key influence factor 
of the sensor life time and sensor size. A power unit can be, 
for example, Li-Po battery, button cell battery, or car charger; 
(2) Processing unit has to drive other units and execute 
firmware commands. A processing unit can be a MCU, a 
Field-Programmable Gate Array (FPGA), or just a controller. 
(3) Sensing unit is one of the main components in the sensor 
system to recognize surrounding environments, such as 
acceleration, color, image and so on. (4) Communication unit 
is used for communication. It can receive commands, 
transmit results, and relay messages. Here we focus on only 
wireless transmission, such as Bluetooth Smart (BLE), 
ZigBee, or Wi-Fi. (5) Output unit shows computational 
results and reminds users by screen, sound, or vibration. (6) 
Debug unit provides debug functions. When a sensor module 
is stacked on the debug unit, the designer can check signals 
of each pin and download images from PC. 

Each unit has I/O pins to receive commands and transmit 
data. These pins can be standardized I/O pins such as Inter-
Integrated Circuit (I2C), Serial Peripheral Interface Bus (SPI), 
Inter-IC Sound (I2S) and Universal Asynchronous 
Receiver/Transmitter (UART), or they may be General-
Purpose Input/Output (GPIO) pins defined for the specific 
usage. For communication between different units, we define 
a universal bus that connects all units together and is 
implemented by connectors, as shown in Figure 1. The 
universal bus contains three kinds of pins, standard I/O pins, 
GPIO pins, and power lines. All signals from the processing 
unit are physically connected to the universal bus, so the 
processing unit can control other units through the universal 
bus. As for the power lines, they deliver electric power from 
the power unit to others.  

 

 
Figure 1 The top schematic view and side schematic view of a 

sensor module. 

 

Figure 2 Combination of two modules. 

Under the definition of each unit, we further classify a 
unit into modules. Each unit can have multiple modules. 
Each module is one of the implementations of the unit. For 
example, the transceiver unit may have BLE module and Wi-
Fi module, the sensing unit may have compass module and 
thermometer module, and the power unit may have Li-Po 
battery module and button cell battery module. The reason 
we classify a sensor platform into units and modules is to 
increase flexibility. For each unit in a highly flexible 
platform, users should have more choices to replace one 
module with others. Figure 1 shows the schematic view of a 
sensor module in the proposed platform. The green and black 
areas are PCB substrate and electronic components, 
respectively. Each module is implemented on an equal-size 
PCB substrate which has connectors on both front side and 
back side. Thanks to the universal connector, different 
modules can be combined concurrently, as illustrated in 
Figure 2. Here, two connectors are used in order to increase 
the stability of the architecture. The area between two 
connectors on the PCB substrate is for placement of 
electronic components.  

III. IMPLEMENTATION 

In this section, we introduce the implementation of the 
presented sensor platform and the proposed auto sensor 
identification scheme. 

A. Hardware Implementation 

Our presented flexible wireless sensor platform 

primarily consists of (1) a power module, (2) a processing 

module, (3) a sensing module, (4) a communication module, 

(5) an output module, and (6) a debug module. The power 

module includes a Li-Po battery, a power management unit, 

a Near-Field-Communication (NFC) control, a wireless 

charging unit and the coils. In the current implementation, 

the processing module includes not only an MCU unit but 

also a 9-axis motion sensor and a BLE unit. The sensing 

module, communication module, output module or debug 

module can be integrated in the platform through the I2C, 

SPI, UART, I2S, and analog interfaces. Figure 3 shows the 

appearance of our power module, processing module, and 

sensing module. Each module size is 35mm  35 mm. The 

processing module is a 32-bit ARM Cortex-M3 processor, 

supporting I2S, I2C, SPI, UART, and analog interfaces. The 

BLE communicates with the MCU by SPI interface. There 

are four universal connectors on each module, two on the 

top side and the other two on the bottom side. As mentioned 

in the previous section, all peripheral signals and power 

lines are delivered through these connectors. 
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Figure 3 The pictures of power module, and processing module 

and an temperature sensing module. 

 

Figure 4 Packages for attachable and wearable applications. 

TABLE I. PACKAGE COLORS AND SENSOR UNITS 

Color Units Color Units 
Blue Analog sensing unit Orange Processing unit 

Green Digital sensing unit Red Power unit 

Yellow Communication unit Purple Sensor mount 

 
Another important feature of the proposed sensor 

platform is the mountable ability. For some applications, 
such as altitude detection, the sensor has to be tightly 
mounted on the object. For this purpose, we design packages 
for sensor boards. Figure 4 shows packaged sensor bricks 
with different colors. Each sensor unit is given a unique 
color. The mapping table of sensor units and their 
corresponding colors are described in Table 1. Besides the 
five colors mapping to five units, the purple ones are sensor 
mounts. Currently, there are mounts for bats, wrists, tripods, 
belts, flat surface, and magnetic surface. 

B. Auto Sensor Identification Scheme 

In this paper, an auto sensor identification scheme is 

proposed to detect which sensor is mounted on the platform 

automatically. The users can therefore launch the 

corresponding user’s application according to the identified 

sensor type. This scheme utilizes the unique I2C address to 

identify the sensor type. A low-cost EEPROM only needs to 

be setup in the non-I2C sensing module. Moreover, a 

firmware initialization process is also adopted to enable the 

sensor identification mechanism.  

MCU

I2C

(Addr.= AA)

Sensor 

Interface

I2S

I2C EEPROM

(Addr.= BB)

SPI

I2C EEPROM

(Addr.= CC)

Analog

I2C EEPROM

(Addr.= DD)

Sensor A Sensor B Sensor C Sensor D  

Figure 5 The hardware architecture of the sensor identification 

scheme. 

Currently, the transmission interfaces of the sensor 

modules to MCU can be analog voltage output, I2C, I2S, 

UART and SPI, etc. Among these interfaces, the I2C device 

possesses a unique 7-bit address, which is used to appoint a 

certain I2C device to perform the operations of data write or 

read. Normally, the unique I2C device address is configured 

in advance, so that the address for each I2C sensor device 

can be different. This characteristic can thus be used to 

perform the sensor identification. For those non- I2C sensor 

devices, we can just add an I2C-interfaced EEPROM on the 

sensing module and use it to perform the sensor 

identification as the method used in I2C sensors. 

Figure 5 shows the hardware architecture of our 

proposed sensor identification scheme. All the sensor 

signals are connected directly to the MCU. Each sensor with 

I2C interface owns its unique I2C address (Addr.), and for 

the rest of non-I2C sensing modules, we add an I2C 

EEPROM and configure it with a unique I2C address. 

Before the MCU starts to read sensor data, it scans the I2C 

address of the sensor first.  Since the I2C address of each 

sensor is set to be unique, it can be used to identify the 

sensor type. For example, if the result of I2C address scan is 

AA, the MCU identifies that the sensor is “Sensor A”, and 

then starts to read the sensor data with the I2C protocol; if 

the result of I2C address scan is BB, the MCU determines 

that the sensor is “Sensor B”. Since the interface of Sensor 

B is I2S interface, the MCU starts to read the sensor data 

with the I2S protocol. The same flow can be applied to the 

other sensors. With this kind of hardware design, we can 

identify the sensor type automatically by using the unique 

I2C address. 

To achieve the auto-sensor-identification function in 

our presented platform, the MCU needs to perform a 

firmware initial process, as shown in Figure 6. First, we 

need to turn on the power of the flexible platform. The 

MCU then starts to perform the hardware initialization 

setting (INITIAL_HW) which initializes required peripheral 

controllers. After the hardware initialization completes, 

MCU starts to scan the number of sensors plugged-on and 

the sensor IDs (SCAN_SENSOR). The sensor IDs are 

defined based on the I2C address of the sensing module. 

When the scan process completes, MCU begins to initialize 

those sensors connected on it (INIT_SENSOR) and put the 

initial sensor data in the built-in table. In the following step, 

MCU reads the Media Access Control (MAC) address of 

the BLE device and writes it in the Near-field 

communication (NFC) Tag (READ_NFC_TAG). Then, the 

MCU enters the waiting status, and waits for the BLE 

connection and communication (WAIT COMM LINK). 

Power On

Initial

INITIAL_HW SCAN_SENSOR INIT_SENSOR
READ_NFC_

TAG

WAIT 

COMM LINK

 

Figure 6 Firmware initialization process. 
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Figure 7 Communication flow path between smart phone and 

platform. 

After the presented flexible platform finishes the 

firmware initialization process, it is ready to connect the 

smart phone App with the BLE. For now, there are two 

ways to establish BLE connection. Firstly, users can open 

the App in their smart phone and see all available proposed 

platforms around with different MAC addresses. Afterwards, 

users manually select the target device to establish the BLE 

connection. Secondly, users can use the NFC functions of 

both the smart phone and the platform to set up the 

connection.  Once you move the NFC sensing area of the 

platform towards that of a smart phone, the smart phone 

detects the MAC address of the flexible platform through 

NFC tag thus knows which device to connect with. The 

BLE connection can thus be established automatically. 

In the case of the BLE transmission between the smart 

phone and the platform, the smart phone acts as a master 

and the platform acts as a slave. After the BLE connection 

between the two devices is established, the smart phone 

starts to send commands, while the platform starts to receive 

and decode the commands, then responds to the smart phone. 

Figure 7 shows the handshaking flow for realizing auto-

sensor-identification. The smart phone sends a command to 

be aware what sensors are plugged on the platform (Retrieve 

Sensor List), while the platform decodes the command and 

responds with the sensor IDs and quantity (Receive Sensor 

ID & No.). In this way, the smart phone can identify what 

sensors are present on the platform, and open the 

corresponding App page. The smart phone then sends a 

command to retrieve the measurement results of the sensors 

(Retrieve Sensor Data). The platform executes the 

command and transfers the sensor data to the smart phone 

(Receive Sensor Data). Consequently, the smart phone 

shows the received data on the App. Normally, the smart 

phone will send the Retrieve Sensor Data command 

continuously to get the latest sensor data.  

IV. APPLICATIONS AND RESULTS 

For demonstration of the proposed platform, an ambient 
temperature detection application is given as an example in 
this section. Users can develop more applications by 
combining different modules together. In this application, we 
use an I2C semiconductor-based temperature sensing module, 
a processing module, and a power module, as shown in 
Figure 8.  

 

 

Figure 8 A temperature sensor system and its smart phone App. 

 

Figure 9 Experimental environment of a temperature sensor system. 

The main difficulty of this application is the sensor 
calibration. Since each temperature sensor in the sensing 
module has different properties, we have to individually 
calibrate each sensor module. Figure 9 shows the instrument 
of temperature forcing chamber [9] used to perform the 
sensor calibration. The temperature sensor system is first 
setup in this temperature chamber. The corresponding sensor 
temperature can be recorded according to each target 
temperature set in the temperature chamber. In this way, we 
can therefore obtain the mapping table between temperature 
values of sensing module and the chamber.  

 

Figure 10 Relationship between sensor readings and chamber 

readings with transfer equation. 
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Figure 11 Temperature errors in different target temperature values 

The relationship between the temperature in the sensing 
unit and the temperature in the chamber reading is shown in 
Figure 10. The vertical axis indicates the target temperature 
set in the chamber, while the horizontal axis represents the 
corresponding temperature obtained from the sensing 
module in our platform. The temperature of each temperature 
sensor system can be modeled as a function of the 
temperature obtained in the chamber. The transfer function 
can be expressed by the following equation, y = -0.0011x2 + 
1.1915x - 5.6884, where y indicates the chamber readings 
(oC), and x represents the sensor readings (oC). The App can 
thus use the equation to quickly obtain a calibrated and 
accurate temperature. Figure 11 shows the temperature errors 
before and after the calibration in different target temperature 
values. Before the calibration, large errors mostly fall on the 
low and high ends of the temperature, i.e., 0oC and 80 oC, 
and the error can be up to 6oC. After the calibration, the 
temperature error is balanced in different target temperature 
values and the temperature error can be thus lower than 1.5 
oC. 

Until now, we have developed several kinds of sensor 
systems, such as the ultraviolet (UV) sensor system, alcohol 
sensor system, atmospheric pressure sensor system, carbon 
monoxide (CO) sensor system, and so on. For each 
developed sensor system, the sensor calibration is performed 
and the corresponding transfer function according to the 
calibration result is embedded in the delivered Apps. 

In this section, an ambient temperature detection 
application is adopted to show this sensor platform with a 
sensor auto identification scheme can work correctly. The 
calibration method for this temperature sensor system is also 
presented. In addition, we also compare 3 kinds of sensor 
systems in terms of their extensibilities, flexibility, 
identification methods, and cost. As shown in Table 2, our 
presented sensor platform owns better extensibility and 
flexibility benefited from the modular design. Besides, our 
platform also has lower cost feature while implementing a 
sensor identification scheme since a low-cost EEPROM only 
needs to be setup in the non-I2C sensing modules. 

 
 
 

TABLE II. COMPARISONS OF 3 KINDS OF SENSOR SYSTEMS 

 [4] [5] This Work 

Extensibility Fair Fair Good 

Flexibility Fair Fair Good 

Identification 
Method 

N/A TED EEPROM 

Cost Low Fair Low 

V. CONCLUSION AND FUTURE WORK 

In this paper, we present a novel architecture of flexible 
sensor platform. The most significant features of the 
proposed architectures are high flexibility and reusability. By 
stacking different modules together, users can create their 
own sensor system. In addition, a low-cost sensor 
identification scheme is also proposed to detect which sensor 
is mounted on the platform automatically. A temperature 
sensor system is demonstrated to show that our presented 
platform works correctly. The comparisons of 3 kinds of 
sensor systems are also given in this paper regarding cost, 
extensibility and flexibility. Currently, this platform has been 
licensed to an industrial company and has become a 
commercial product. Users’ feedback shows that the 
platform is very useful especially for the purposes of 
academic researches and industrial prototype verification. In 
the future, we will focus on providing more modules per 
users’ requirement. 
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