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Abstract— The paper describes and motivates the use of T inol d quideli f sk tion Th
ontologies and of an ontology-based model in a tr@ing system erminology and guidelines for risk prevention 1nhe

(under development) for the occupational risks pregntion. system relies on the_standa_rd terminolo_gy propestdiSO
The personalized training (for a specified contexte.g., a given ~CD31000 [2], combined with the terminology comman t

activity, workplace, operator type, work machine, &.) will be ~ Several upper-level ontologies and process models.
the result of the automatic discovery of the preveion There are several risk-related standards publisld&0O

documents and actions that fit the training requestThe paper ~ and other standards bodies, as well as many prispasd
also sketches the basic components of the trainiraystem for  principles that refer to risk management. In 20@8) has
risk prevention, adapted to the proposed semanticiew. initiated a working group to develop a guidancedtad on
RM, ISO CD31000. In conjunction with this standatide

Keywords- ontologies, ontology-based modeling and  group has updated the ISO/IEC Guide 73-Risk Managém

inference; occupational risk prevention; e-training — Vocabulary [3] that gives the basic vocabularyl dhne
definitions of RM generic terms. It encouragesiwdual and
[.  INTRODUCTION consistent understanding and a coherent approadeto

description of the RM activities.
In Europe, the risk prevention is subject of twediives
Seveso | and Seveso Il [4] that establish the domai

: L L T terminology, the obligations and normative docuredatbe
Risk prevention is a combination of disciplines essary to . ) .
reduce the risk of injuries and fatalities in anyrk elaborated regardln.g the large scalg mdustnadtm;z
environment. A proactive approach is the early geion State of the art in software for risk prevention There
and prevention of the risk factors are products for the risk control in industrial Eoaments,

Occupational risksare a category of risks that appear inand domain-specific standards and software tool&# in
work environments with a high probability of harmin health, environment, insurance, finances, constmict
pe0p|e or machines. OCcupationaj risk preventiom’j antransportatlon, etc. Risk prevention Is aUtOlmated the
management comply with the principles and methagjolsf ~ Security of computers, Web, networks. Security congmts
the risk managementRM) process, a key process within are integrated lately with the operating systemstologies
both private and public organizations [1]. are also used mainly for the security managemédrasgets,

The training for occupational risk prevention skbul hetworks, information systems, databases, etc.)meSo
advise the operator on the health, safety, secwity €xamples are in [5]{9]. There is no system based o
environmental issues related to his work. He canfas knowledge and semantics for occupational risk preee
training before or during the execution of an agtior ~a@nd for training and dynamic discovery of prevemtio
before the use of a certain machine. information, documents and actions.

The system presented in this paper is general and However, [10] proposes the risk evaluation and yais!
adaptable to any domain with major occupationaksris along the life cycle of the construction projedtsised on
(industry, biology, construction, transportationyieonment, ~ ontologies and a conceptual model. They rely onmeplsr
agriculture, health etc.). It unifies existing nmdblogical ~ reference ontology and model and have a differgfetence
rules and standards for risk prevention and prevtdels for ~ goal. Also, [11] gives an example of Web Ontology
the personalized training and consulting, by the dymaanid ~ Language (OWL) [12] ontology for occupational healt
multi-criteria selection of the prevention docunserand And, [13] confirms the idea that a model of occigl
actions. It will eliminate the need for a perioditraining of ~ fisks is important because it describes relevatd dathe
the employees and will diminish the costs from puer  context of event occurring and this data can bestcamed
information on the risks.

The paper gives an approach based on ontologiea for
web system (under development) aiming at the onfamst
and personalized training for occupational risksvpntion.
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Rule Editor to define or customize rules for risk
prevention in the designer's organization;

Query Editorto predefine or customize queries for risk

into knowledge navigated using an intelligent seamugine
(similarly to the goal of the system presentechia paper).

A semantics-based approach for risk preventionin e
order to benefit from semantics, the system relies prevention training.

« A reference ontologythat gives the basic types of The @mmponents of the platform for the risk evaluation
taxonomies and structures for the classificationl anand decision-makingre:
description of the risk factors, of the relatiomshi .  Query Compositon and Submission
among them, of the consequences and actions for the  §ynamically compose the training queries.
prevention, etc. This ontology represents the batlyl Model Navigator to navigate the ontologies in the

of a referencemodel for occupational risk prevention * )
(represented in Fig. 2 and detailed in Section 3). reference model in order to compose the query, as
exemplified in Fig. 3.

» Domain-specific ontologies and knowledge bakesit Inference Engine, called automatically after the
by the specialization of the generic concepts and nee gine, u y
submission of the query, in order to perform the

relationships in the refergnce ont.ology and model. automatic discovery of the training documents tegésl

* A query languagend editor for risk prevention based in the system and of the appropriate preventioin@st
on the domain ontologies and reference model. The pgegjdes the conditions and constraints in the qubey
framework for the query composition based on  giscovery will also rely on rules previously definby
ontologies is given in Fig. 3. the risk designer.

. A_utomatic and semqntics-based inference f_or seardh Query Result Generatorgalled automatically by the
discovery of prevention documents and actions besed Inference Engine, after the document discovergyiter
the risk context and requestor's preferences. to arrange the results.

The semantics will support the interoperability toe Discovered documents can be stored either in thisy
organizations with respect to risk prevention, meon  renository or in the repositories/ Web servers bé t
vocabularies and model. The ontology-based int&enll o ganizations registered in the system. The doctstem be
increase the precision of the search algorithmoAlbe i, gifferent formats: Web pages, Word, .pdf, &,
vocabularies and model can be dynamically exterated The system is developed using Microsoft Visual Btud
used in further inferences or they can be reusedthier 5008 and obout Suite for ASP.Net [14]. It integsathe

applications. _ _ _expression evaluator given in [15] and the intexffar the
The constructs in the reference and domain ontogi e and query editors is inspired from [16].

comply with a subset of the constructs proposedidi. in
[12]. The constructs in the reference model comyith the Il
basic constructs in the entity-relationship modelapted to PREVENTION

the use of ontologies instead of e.nt|t|es. . The system integrates three layers representing the
Structure of the paper. Section 2 sketches the basic gccupational risks and the context for their ocence and
components of the training system. Section 3 dessrthe  prevention: semantic, modeling and execution layers
semantic and modeling layers for the representatiothe The semantic layer is composed of thereference
occupational risks and of the context for theirwoence. It gntology and the domain ontologies that give the basic
also enumerates the basic types of inferenceswiiabe  yocabuiaries for domains with potential risks. Tdwmain
implemented in the system and exemplifies the caiipa  ontologies are populated by domain experts (risigiers)
of a training query based on ontologies. using the ontology editor. They are represented by:

Enginte

AN ONTOLOGY-BASED MODEL FORRISK

II.  COMPONENTS OF THEONTOLOGY-BASED TRAINING
SYSTEM FOROCCUPATIONAL RISK PREVENTION

The intended system will have components distribote

two platforms (see Fig. 1): .

Platform for the risk design,i.e., for the risk
identification, description and analysis (Fig. €ft);
Platform for the risk evaluation and decision-makon
the prevention documents and actions (Fig. 1, xight

The two platforms share the repository composed o

ontologies, rules, queries and documents

Copyright (c) IARIA, 2010

Thecomponents of the platform for the risk desige:

Ontology Editorto build (specialization or composition)
ontologies or list structures in the model giverkrig. 2;

ISBN: 978-1-61208-104-5

« domain-specifidaxonomiesi.e., hierarchies composed

of concepts connected, in this system, by relatiipss
like: specialization or synonymgr composition(part-
of) orlist-like relationships;

attributes of and constraints upon the concepts and
relationships in each ontology.

The concept attributes in any ontology can refer to

external ontologies. For example, the "domain'ilaite of
an "activity" in Activity ontology can be selectefdom
Pomain ontology.

206



SEMAPRO 2010 : The Fourth International Conference on Advances in Semantic Processing
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Figure 1. Components of the training system for occupatioisélprevention

In this system, the ontology editor treats sepbrdtee
specialization, composition and list-like ontolagidecause
each type of ontology has its specific features.éx@ample,
the attribute inheritanceis implicitly implemented only in
the specialization ontologies. For the compositintologies,
it can be requested by the user for attributehefantology
or of certain concepts. For list-like ontologiesitiseless.

Themodeling layer is needed in addition to the semantic : A ANQE
represent the application-specifi circumstances affecting the achievement of objesti].

layer in order to

Event: occurrence or existence of a particular set of
circumstances. An unpredictable event is calledidient”
[3]. It can be the consequence of the executant®rausing
a certain instrument and acting on a certain object

Workplace: location in the organization
unexpected events can occur and affect/ destroy it.

Consequence: outcome of an evenr change in

where

relationshipsand constraintsbetween concepts in different An event may lead to a range of consequences. A

ontologies. In this system, the inter-ontology tieleships
are defined according to the reference model repted in
Fig. 2. An ontology-basedmodel is seen as a union of
relationships between concepts in different ontielgalong
with their attributes and constraints.

The execution (technological) layer represents the
ontologies and models, the documents, rules, a@ntsirand
queries in a format interpretable by the software.

A. Semantic Layer for Occupational Risk Prevention

The concept types connected as in Fig. 2 and @eskri
below root ontologies based on specialization, ausition
or list relationships.These ontologies have beepgsed to
help for the identification and classification dfiet risk
factors, of the consequences and preventive megsfréhe
dangerous activities and of the processes they cemetc.

Risk: combination of an event probability and its g
consequences [3]The event can take place in a certain

workplace, during a certain activity/ task or réisig from a
material source action (e.g., water, a substarase,&ic.).

Executant (or Starter or Operatoy. the (human or
material) agent that, during an activity, can cawsexpected
events and also can be injured by them or can
professional diseases.

consequencean have positive or negative effects. For the
occupational risks, only the negative effects amsered.

Work_Instrument: tool/ machine/ substance/ etc., used
by the operator during an activity/ task. It canedmine an
event or be damaged by it.

Work_Object: object existing at a workplace. It can
determine an event or an event may impact on taft be
material (e.g., a substance) or human (e.g., aected
patient in a hospital).

Document: a document

protection/ control instructions,
measures for risk prevention.

Prevention_Action: management action preventing the

unexpected events or diseases. An example isamnig of
the operators in workplaces with potential risks.

containing  prevention/
regulations, suleor

Modeling Layer for Occupational Risk Prevention

Figure 2 shows how the semantic and modeling lfgers
risk prevention are integrated from the conceppaht of
view. The modeling layer represents the relatiqrshi
between the ontologies defined on the semantic.|8yeese
relationships have been selected depending on d¢bded

asoning on them and on the context for the risk
identification, analysis, evaluation and preventioientified

Process. a sequence of activities/ operations/ tasks in &t this moment. The model can be dynamically endénc

certain domain and workplace. The activities im@pss can
be executed by different executants, at differesments
and in different places.

with new ontologies, relationships, attributes andstraints
that will be used in future rules, queries andnerfees.
Risk modeling for their prevention and control aglay

Activity (operation/ task): atomic operation executedmainly a mathematical modeling complemented witimal

independently or during a process inside the orgeioin.

Copyright (c) IARIA, 2010 ISBN: 978-1-61208-104-5
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decision-making for their prevention. Also, this aeting is Executant->Activity relationship is_agent_of” and also
usually a domain-specific one for health/ financial Activity->Work_| nstrument and Executant-
insurance/ economic/ business/ etc. risks. >Work_Instrument relationship acts_WITH are necessary
The benefits from an ontology-based modelgeneral  for reasoning on aoperator-activity-machinsub-model.
and, in particular, for risk prevention are: Executant->Event relationship tauses” helps for the

e The types of concepts and the relationships betweeilentification of the events that an operator migétermine
them in the model, as well as the reasoning on tlaeen by his work. Inverse relationshim¢ts_ON”betweerEvent-
explicit (external to the application code) and>Executant helps for the identification of the executants tha
independent of the application tools; can be injured after certain events.

« The ontologies can be shared by different diagrams  Work_Instrument->Event  relationship tause$ is
models (e.g., for risk monitoring and control, dddion ~ necessary to identify the events determined by the
to risk prevention). inappropriate use of a certain instrument. The rewe

éelationship“acts_ON" betweenEvent->Work_| nstrument

e The separation of the ontology-based model from th - . .
representation of the ontology content (the domain'S necessary to identify the instruments that camldmaged

o . : . after certain events.
specific hierarchies) makes it flexible, adaptahled 3 .
extensible. The tools for ontology editing and wation Besides the executants and the work instrumenss, th

: byl unexpected events or diseases might be causedhey ot
may differ from the tools for the model editing and _, . gt
navigation. Also, the reasoning on the model can b bjects existing at the workplace. These eventsbeafound

: . y the relationship ¢ause® betweenWork_Object->Event.
gﬁ?ggatie;g implemented  from  the ~ reasoning o Also, the objects damaged by certain events cdolbal by
9 T ) i the relationshigacts_ ON” betweerEvent->Work_Object.
The basicrelationships in the reference modeke

enumerated below. Event->Workplace are correlated by the relationship

. ) o ) i “acts_ON"in order to associate the events to the workplaces
Activity->Process relationship is apart-of” relationship they can damage.

between the component activities and the procesy th
belong to. In a process, the activities might kecated by
operators in different departments and even inenfit

Risk->Event relationship has_effect” associates the
identified risks to the events they may produce.

organizations. The risks should be tracked for emutlvity, Event->Consequence relationship has_effect”
but also for each process in/ cross organizations. associates the events with their consequences.

Process->Process relationship is apart-of” relationship Document->Risk relationship“describes associates to
between a process and its sub-processes with jabtesks the identified risks the documents and the actiweressary
that should be tracked. for their prevention.

The reference model in Fig. 2 also associates the
elements with potential risks that should be trécftgpes of
concepts  like  Activity, Executant, = Workplace,
Work_Instrument, Work_Object) with their specifisks (in
Risk ontology), by the relationshiés_risk”.

Activity->Workplace and Process->Workplace
relationship &xecuted_IN"are necessary to track the risks
per activity, process and workplace at the same.tim

- - - -------_-F_-F_-_ - - - - V-V —_—_——_——_— 1
] .
| [ STATISTICAL _ describes
| I INDICATOR :
| : = Security level_for "DOCUMENT | PREVENTION
V" i 1 - includes|  AcTION
| “E v /"é/ I —
| | PROCESS | WORKPLACE i‘,ele‘s/cgb s |
I \ T execued IN i L’ |
{» part-of ‘ has risk L’ |
ACTIVITY K >
\ |
(OPERATION/ TASK RISK |<—‘ \ |
T has risk Idescribes

4 WORK_INSTRUMENT 147 N R

acts ON has effect
caues [WORK_OBJECT I_n.as.uds.
acts ON > —

-2
succeec CONSEQUENCE |
has effect

< A 4

<

acts ON

Figure 2. Basic ontologies and the relationships between tihetre reference model for occupational risk preiesa
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The generic concepts above, their attributes,ioglstips
and constraints in the reference model are speethland
instantiated by the risk designers, resultingdémain models
(e.g., for biological or industrial risks). For ardomain
concept, the designer instantiates the concepibutis
defined in the reference or domain ontology (eiihglicit,
for the concept unique identification, or inheri@dconcept
specific attributes). By their instantiation, theengric
relationships and constraints in the reference inoeeome

requestor to confirm their semantic compatibiligor
instance, the concept ‘Laboratory Procedure' is
compatible with its instance 'pl' only whether plai
laboratory procedure as well, not a concept withtlzer
meaning.

Verification of thesemantic relationships between the
concepts in the querysuppose that the query includes
two concepts Ci and Cj that belong to the ontolegie
and Oj. Also, suppose that, previously, the desityas

domain-specific relationships between concrete eptscin

. defined a generic relationship R between the ogteto
ontologies.

Oi and Oj. The system checks if the designer hss al
instantiated the relationship R for the conceptsadi
Cj. If he did not, the occurrence of both conceptthe
query might be a semantic contradiction.

For instance, suppose that the query includes the
activity A and the work instrumernt Also, suppose that
between the ontologies Activity and Work_Instrument
there is a generic relationshépecuted_WITHIf there is
no concrete instance of this relationship betw&emd|
(A executed_WITH), it is possible that the instrumeit
is incorrectly associated with the activity A inretkame
query. The requestor will be notified before thquest
execution in order to review his request. Otherwise
can receive results about the instrumernhat are not
correlated with the results regarding the actidity

C. Ontology-based Inference and Query Composition for
Risk Prevention

The basicknowledge and inferender risk prevention
will include (see details in the case study givefii7]):

* Rules for query formulation and for the verificatiof
its syntactic and semantic correctness;

* Rules for the semantic completion of the searchyque
for each concept in a specialization ontology, its
subtypes and synonyms are added in the queryaashse
alternatives;

* Rules for navigation on domain ontologies and msdel
* Rules for risk evaluation and for search and discpof

documents and actions for risk prevention; Figure 3 gives an example of query composition dase
« Inheritance rules for both concept attributes atribate  ontologies. The query has three parts:

values. In this system, for the specialization mg®s, . gearch query:a Boolean expression with concepts as
the values of certain attributes can be inheritgd b operands. For example, the user asks for the piienen
concepts from their parents, at the designer'sesiqu rules and the prevention measures to be seleabed fr
But, in the concept description, there are idesation the ontology Document and for the physical riskthat
attributes with concept-specific values that canbet workplace to be selected from the Risk ontology);

inherited (e.g., ID, concept author, creation date) . . .
, . ) : Search conditionan expression with known concepts as
« Inheritance rules for concept relationships. Fetance, operands. They indicate the work context where the
the relationship between a risk and a certain iggtor risks and events can occur (e.g., the activity
workplace can be inherited by the subtypes of the « aporatory Procedure” selected from  Activity
respective risk. ontology and the work instrument
* Rules for ordering the query results, dependinghean “Substance_with_microorganisms”  selected  from
conditions and constraints on the involved concepts Work_Instrument ontology).

The query semantic completiofor a concept C is e« Concept restrictionsexpressions with concept attributes
performed by the navigation in the ontology the capt C as operands. For example, the search should fiad th
belongs to and by the extraction of its subtypesl an physical risks with high gravity and that can occur
synonyms. They are correlated with the initial eptcC by frequently.
the logical operator OR. Hence, the search algurittoes After the query submission, it is analyzed and
not use the concept @nd its subtypes/ synonyms gemantically completed, the conditions and conesaare

simultaneously, but successively, even if the deaiith the  gyniactically and semantically analyzed and, thiem,search
initial concept C is successful. The benefit ist theore algorithm is executed.

appropriate results are obtained than using ordyititial

concepts. V. CONCLUSIONS

Regarding the inference for the verification of theery The paper has described the conceptual and semantic
semantl.c_ correctness, the sygtem will a_ck_u.eve. framework of a system for training on occupationsks. It
* Verification of thesemantic compatibility between each relies on a dedicated reference ontology and mouiel,
concept type C and its concept-like !nstar(ualue) domain specific ontologies and on reasoning on them
specified in the query (when the value is a conceptt  basically, for the search and discovery of register
numeric). This verification is fully automated omfen  prevention documents and actions.
the value concept belongs to the same ontologhes t  Although the importance of the ontologies and of a
concept type C. Otherwise, the system involves theénodel for risk prevention has already been reveaiethe
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literature, there is no general software for om-limaining,
the goal of the system presented in this paper. [1]

The system architecture was adapted to a semantics-
based view on the risk prevention. it$erface dedicated to
the domain expertsioves the work for ontology editing and
risk design, from IT experts to the domain expefthe
system and its portal will contribute to lknowledge
repository for risk preventioinside and cross organizations.
It will be accessible from Web and will gradualBptace the
periodical training in organizations.

Therisk preventiormodeldescribed in this papean be
dynamically extendedvith new ontologies, relationships,
constraints and rules, when necessary. They will
automatically considered in future inferences anrttodel.

The mainbenefitsin this system from ontologies and
from the ontology-based model for risk preventiost a

» organization interoperabilityby common vocabularies
and models on risk prevention represented in the
reference ontology and model and in the domain
ontologies and rules. They can be reused in other [6]
applications.

e semantics-based inferencby ontology and model-
based verifications and executions of the rules and
queries. They increase the search precision,
completeness and correctness; (8]

» personalized queriefor training, dedicated to domain
experts.

The system is partly implemented, as follows:

« The platform for the risk design is already impleneel.
Besides theule editor and query editor the designer
can use general tools for:

o ontology editing (for specialization, composition
and list-like ontologies), with automatic inheritan
of the attributes only for the specialization
ontologies; and, for

reference and domain model editingand
instantiation. These tools help the designers to add
to the reference model: new ontologies, new inter-
ontology relationships, new attributes for onto&sgi
and relationships. And, to add to the domain model
and ontologies: new concepts, new concept
instances, new relationship instances. They also
provide the graphical view of the models.

* The platform for risk evaluation and decision-makis
partly implemented: the query composition engind an
model navigator are finished; but, the inferencgiren
and query result generator are under development.

(2]

(3]

[4]
be

(5]

(7]

9]

[10]

[11]

[12]

[13]

(14]

[15]

[16]

[17]
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a:' Query Editor

TAXONOMY \

i)
QUERY TYPE* ‘Model Search LJ ATTENTION! The fields with red label and marked with "' are mandatory
The STRINGS must be enclosed in double quotes (e.g. "string”).
The def cry type is 'Web Search’ Thede earc ge is | ;
Search LANGUAGE® |English LJ he default Query type s 'Web Search’. The default Search Language is ‘English
MODEL® |Risc_Expert- (eng)Risk_Exper v| _ Lood Queries forSelected Model |
=l

Load Queries for Selected Taxonomy |

| DOCUMENT__Prevention_Rule AND DOCUMENT __Protection_Measure_Document AND » NEW Query Taxonomy Taxonomy Pelaﬁunshlp
Search QUERY* RISK_ Physical_Risk_Workplace] I , Concepts Attributes Attributes
(enly Concepts from e , 4
| Taxonomies and ’ '
| baclean/ grouping I ETE Quesf User \
| operators) > ncep \
e B .
CLEAR O !
ACTVITY_ Laboratory_Procedure AND A P Operators far Operatars for
|Search CONDITION  |wORK_INSTRUMENT___Substance_with_microorganisms o odel S¢ W
|(anly Concepts from = = sl 9 L’ SUBMIT Query | IMDdel Search \ieb Search \
Texonomies and M 1 \
| boolean/ grouping L’ /) \
| operators) e L / \
| ’ ! 1
7 1 1
| RISK__Gravity ="Grave" AND RISK__Probability ="Frequent” , A ) \
| Concept Restrictions e In order to restrict toncepts in Search Query or Search Condition, you can
| (only by Attribute e select their taxanomy| relationship attributes and give the valued you prefer
Values) e far searching :n,{hemodel \
’I [I lll
L’ v /) |I
Query Prionity {0,1.2.3. .j*]‘_‘ Query Name® Query 1 ’,’ : Query Name in English Query 1 I,' z |II
Query Description .’ = \
’ - 1 1
’ 1 |l
e 1 \
’ 1 1
,' ] \
I’ Y I, Il
A I’ \
1
QUERIES for Model/ Taxonomy/ Relationship 2 ) D
7/
d A I’ I‘
d y v
e I . RISF_Cause Calse 0Tk occurence
RISK DOCUMENT 0 = ‘ R
: ; . 7= perator Symbol | Description
i Esk_b;_m,ww g " @ Control_Measure_Document ; | e R\SK_Domam Domamthe Takean e ‘
Inadequate_metho 5 Prevention_Tstruction N ‘ RIEK_Gravty Gravtyofhe consequences asi
@ overloading_executant equa
5153 Rick by Executant -4 Prevention_Rule (==> SYNONYM) > greater then IEK_Prabebly Probabily ot sk accurence
@ Intended_Risk_Executant Protection_Measure_Document <= less then or equal RK Risk Gmup Riskgmup
2 Risk_by_Operator (==> SYNONYM) Protection_Rule >= greaterthen or equal -
-4l Risk_by_Starter (==> SYNONYM) ( begin of expression
(- @ Unintended_Risk_Executant ) end of expression
B0 Risk_by_Work_Instrument AND AND operator. Only for boolean expi
& @ Bialogical_Risk_Instrument OR OR operator. Only for boolean expre
[+ 3 Chemical_Risk_Instrument QWORK—INSTRUMENT + plus ° ! ?
[;': Electrical_Risk_Instrument 0 Dangerous_Animal - minus. Only for numbers and calend:
Mechanical_Risk_Instrument -0 Dangerous_Plant : multiplication. Only for numbers
- @ Thermic_Risk_Instrument i . . division Onlv o b
53 Risk_by_Work_Object -0 Substance_with_microorganisms ! vision. Unly for numbers
@ i . - . % percent Only for numbers
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@ Chemical_Risk_Object LoV NOT negatmn.Caﬂbechoweq byb.oo\ec
@ Electrical_Risk_ Object Virus comma for thousands delimitation (v
- @ Mechanical_Risk_Object : decimal dot (punctzecimal)
© Thermic_Risk_Object TRUE atue value
B Risk_by_Workplace Q ACTIVITY FALSE afalse value
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Figure 3. An example for the composition, based on ontolqgiéa query for training in risk prevention
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