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Abstract— LTE is an all-IP based 3GPP architecture, meaning
that the transport in the network is based on IP, a post-
Release 5 UMTS, unlike the former 3GPP architecture like
GSM, Release 5 UMTS whose transport is based on ATM
Hence, fore-runners in this field have deployed wit IPv4 as
the basic protocol for addressing and transport, @dhough the
deployment of LTE is still in its initial phase andtrial runs are
executed by various operators. But findings and rests prove
that the exhaustion of IPv4 will not make it possite anymore
IPv4 addresses for this new technology to take ifwll fledge.
Hence, this led to the necessity of considering IBvas the
protocol for addressing and transport. The primary reason to
perceive IPv6 is its scalability feature meaning tat it supports
large address spacing. Now, with this in mind, whenPv6 is
considered in the LTE architecture, the possible imacts on the
network are investigated in depth in this paper. Tls is began
by considering IPv6 in transport and application level in the
different network entities in the LTE architecture like e-Node
B, Serving-GW, PDN-GW and the transition impacts fom
IPv4 to IPv6 is analyzed. Based on preliminary empical
evaluation, our conclusion is that despite the facthat IPv6
offers large address spacing, the fact that the ®zof the IPv6
header is 20 bytes more than the header of IPv4,dds to
complications as well.
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has responded to this trend with an all-IP corevoek called
the Evolved Packet Core (EPC) and new packet-optidni
access technologies like Evolved UMTS Terrestriadig
Access Network (E-UTRAN), otherwise known as Long
Term Evolution (LTE) [4]. LTE, whose radio accessalled
E-UTRAN, is expected to substantially bring imprdveser
experience with full mobility. With the emergenckIB as
the protocol of choice for carrying all types ddffic, LTE is
scheduled to provide support for IP-based traffit\wnd-to-
end QoS. With IP being the basic protocol for tpamg the
issue of Internet Protocol version 4 (IPv4) [5] auktion is
considered to be pit-stop towards the implemematfo. TE
networks widely. Hence, the choice of adapting tother
version of IP, which is Internet Protocol versiofiBv6) [6],
[7], is deliberated to be the need of the hour.

With IPv6 in mind, in this paper, we analyze intrious
impacts on the LTE networks from a mobile network
operators’ point of view. The particularity of trpsper is to
analyze the impacts of IPv6 on the Radio Accessvbidis,
i.e., to look into the impacts on the e-Node Bhe LTE
architecture. It gets deeper into the topic disiomssvhere
the analysis takes its root into the concepts afyaing the
impacts of IPv6 focusing on Robust Header Compoessi
(ROHC) [8]-[12] comparing it with the existing IPv4
addressing scheme and looking into the possibleggsathat
could occur when IPv6 comes into existence. Thenmai
conclusion of this paper is that, IPv6 besidesvasious

Next generation mobile communication systems ardumerous advantages also brings side effects &vat to be

driven by demands that are expected to provideehighata
rates and better link quality with the ability topgport real-
time and non-real time applications compared toettisting

taken care of. The issue of incompatibility betwetbe
existing IPv4 protocol and the IPv6 protocol cob&lone of
the major problems that should be dealt with gk,

systems. The User Equipments (UE) nowadays aretable Pesides considering the ways to handle the 20 éxtealer

provide various internet applications and serviteg raise

the demand for high speed data transfer and Quafity

Service (QoS) and the dependency on Internet sb{tP)
addresses [1] becomes a vital ingredient to rollmg
services. Orthogonal Frequency Division Multiple cAss

(OFDMA) [2] and Single Carrier Frequency Division

Multiple Access (SC-FDMA) [2] are strong multiplecess
candidates for the uplink of the International Mebi
Telecommunications-Advanced (IMT-Advanced).
multiple access techniques in combination with tise of

the Mobile Internet will be utilized to reach thardeted
IMT-Advanced system performance. Thus, IP capaslit
are coming front and center for many operators. BER
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bytes of IPv6. Therefore, it must be consideredlirphases
of the development and deployment process by n&twor
operators and equipment vendors.

The rest of the paper is structured as followstiSed|
elaborates our motivation to carry out researchniwithis
area stating briefly the impacts of IPv4 addredsaestion.

It then describes the role of IP within the conteft
LTE/EPC networks, extending further identifying tiode of

TheselPv6 within LTE/EPC networks. Continuing further is

section Il which presents a brief state of theaartROHC
mechanisms, then the impact of IPv6 address on R@ttlC
finally the performance of ROHC with IPv4 and IPv6
packets are evaluated empirically, concluding tyeep.
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II.  NECESSITY FORPV6IN LTE

An address goes through a number of stages onathe p
to deployment. Originally the address block is aapeeter
set of the underlying protocol, and the intendethbpse of
segments of the address space is described in dnesad
architecture. The number of IPv4 addresses, wil,\is
finite. The /8" IANA blocks for Regional InternBegistries
(RIRS) is 0% as of February 03, 2011 [13]. Subsetiehe
addressing pool available to RIRs for assignmeritgrnet
Service Providers is anticipated to run-out inftiikowing 2-

3 years. Most of the IPv4 address exhaustion ntitiga
strategies rely on network service providers to ast
gatekeepers to selectively issue temporary |Pv4eadds to
users. Allocating temporary addresses has technic
problems, such as limiting users to existing apiins. The
impact of IPv4 address exhaustion includes polgsués,

where it can be used in a predatory manner to kee

competitive services out of the reach of a serpicwider’s
customer base. The third generation (3G) mobile/ort on
its own easily consumed a majority of the availabl
addresses. Running out of addresses does not ime#Pv4-
based Internet will suddenly stop working. Nevdehs, it
does mean it will be difficult, if not impossible distribute
new IP addresses to new or expanding enterpriseh &

limitation will have clear impacts on commerce and
innovation.
A. Impacts of |Pv4 Address Exhaustion

There are two simultaneous approaches to addretgng
run-out problem: delaying the IPv4 address exhanstnd
introducing IPv6 in operational networks. Delayirige
public IPv4 address exhaustion involves assignirigae
IPv4 addressing for end-users, as well as extenatintPv4
address (with the use of extended port ranges)chiktésms
such as a Network Address Translator (NAT) and "A+P
[14] are used at the provider premises (as oppdeed
customer premises in the existing deployments) smage
IP address assignment and access to the Intemreetmbbile
network, the IPv4 address assignment for a MobibeleN
(MN) is performed by the Mobile Network Gateway 15
the 3GPP network architecture, this assignmengitopmed
in conjunction with the Packet Data Network (PDN)
connectivity establishment. A PDN can be undecstmobe
the end-to-end link from the MN to the MNG. Thesn be
one or more PDN connections active at any givere tior
each MN. A PDN connection may support both IPvd an
IPv6 traffic (as in a dual-stack PDN in 4G LTE netks) or
it may support either one only (as in the existigy UMTS
networks). The IPv4 address is assigned at the ¢iiPDN
connectivity establishment, or is assigned usiregDiinamic
Host Configuration Protocol (DHCP) after the PD
connectivity is established. This IP address ndedse a
private IPv4 address which is translated into aesh@ublic
IPv4 address in order to delay the exhaustion bfipuPv4
addresses as IPv6 is being deployed. Hence, ihar@eed
for private - public IPv4 translation mechanisnttie mobile
network. In the Long-Term Evolution (LTE) 4G netwpr
there is a requirement for an always-on PDN conoedh

N
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e

rvices

order to reliably reach a mobile user in the AllfBtwork.
If this PDN connection were to use IPv4 addressiag,
private IPv4 address is needed for every MN thatches to
the network. This could significantly affect theadability
and usage of private IPv4 addresses. Alternativéig
always-on PDN connection may be assigned with a6 IP
prefix (typically a /64) at the time of connection
establishment, and an IPv4 address is assigned amly
demand (e.g., when an application binds to an Ifbeket
interface). This is feasible on the same (dualkgt®DN in
LTE networks (with short DHCP lease times), or wath-
demand IPv4 PDNs. On-demand IPv4 PDN and address
management can be effective in conserving IPv4esdes;
%owever, such a management could have some iniplisat
0 how the PDN and addresses are managed at theOviN.
the other hand, in the existing 3G UMTS networkere is

0 requirement for an always-on connection (a"lirdm the

N to the MNG in 3G UMTS is referred to as a PadBata
Protocol (PDP) context/connection) even though many
Smart Phones seldom relinquish an established Pbfex.
And, the existing (so-called pre-Release-8) depkayis do
not support the dual-stack PDP connection. Hemege t
separate PDP connections are necessary to suppdriahd
IPv6 traffic. Even though some MNs (especially 8raart
Phones) in use today may have IPv6 stack, suclpabitity
is not tested extensively and deployed in operation
networks. Given this, it is reasonable to expeat tPv6 can
only be introduced in the newer MNs, and that soewer
MNs still need to be able to access the (predontindPv4)
Internet.

B. IPinLTE/EPC Mobile Networks

The concept of Fixed-Mobile convergence is alreany
its verge of deployment. The primary reason fos fiki the
use of the IP transport layer for both wired andeless
networks. These converged networks will be the dingj
blocks for “All-IP Networks”. As stated previously,TE
evolution calls for a transition to a “flat”, alRlcore network
with open interfaces, called the Evolved PackeeQorEPC.
While the EPC has been defined in conjunction Will, it
is an open next generation packet core for all oektsy
including 2.5G, 3G, 4G, non-3GPP, and even fixed
networks. LTE network, slightly differing from the
traditional architectures, with the base statiomtadler
(BSC) or radio network controller (RNC) integratatb the
access or core layers in a dual network structBase
stations which are e-Node B are connected to th€ EP
through IP, and services are accessed through ggsewhe
traditional circuit switched domain is removed asetvice
access, bearing, switching, coordination, chargisgd
control are packet domain and IP-based. Therefioie|eads
to the so-called mobile network IP transformatiorehable
the traditional technologies to co-exist with theegging IP-
based LTE technologies. This IP transformation ¢ten
realized through three steps as follows:

First comes the IP transformation of interfaces. IP
transmission can be used between 3G base stations
and BSCs. In this case, lease and constructiors cost
are reduced in traditional time division multiplexe
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(TDM) transmission, and sufficient bandwidth is smaller than the header.

Over the end-to-end «bione

provided for high-speed data services. In the GSMcomprised of multiple hops, these protocol headses
system, the IP transformation of A interfaces canextremely important but over just one link (hopkiop) these
reduce TransCoder (TC) and network costs, enablingeaders can be compressed and must be uncompatsked
TransCoder Free Operation (TrFO) and enhancedther end of the link. It is possible to comprebsse
voice quality. Interface IP transformation has lessheaders, providing in many cases more than 90%ngsvi
impact on the entire network architecture and g/ea (described in Section 1V), and thus save the baditwand

to achieve.

use the expensive resource efficiently. Thus, IRdbe

« The second stage involves the IP transformation ofompression is the process of compressing excesscpt

the kernel. As the keys for mobile network IP headers

before transmitting them on a link and

transformation, prerequisites to avoid failure areuncompressing them to their original state on récet the

strong network capabilities and a
knowledge of transmission and

thoroughother end of the link [16]. It is possible to comgs the
data protocol headers due to the redundancy in headkisfiof

communications. Data sent from a base stationeto ththe same packet as well as consecutive packeteedame
BSC through IP is not switched or decoded, but igpacket stream. IP header compression thus provides
transmitted to the core network directly through anreduction in packet loss and improved interactiesponse

IP switch. Highly-integrated digital signal prociess

(DSP) and multi-kernels can be applied to enhanceetworks,

time by compressing the IP headers. On low bantwidt
using header compression results in tbette

equipment performance, reduce power consumptionesponse times due to smaller packet sizes, imgaroved

and save resources.

RTT values can be observed. A small packet alsacesithe

+ The final stage describes the IP transformation ofrobability of packet loss due to bit errors onelgss links
services. When network entities and the entirgesulting in better utilization of the radio speetr. It has
network are transformed to IP, service access ean peen observed that in applications such as vidersmnission
simplified to a connection between servers andPn wireless links, when using header compressiemttality
gateways. With the help of an OSS/BSS system¢loes not change in spite of lower bandwidth usegevoice
mobile network operators can deploy and manag&ansmission, the quality increases while utilizifgyver
telecom services just as Internet service provider®andwidth.
run their Web services. The IP transformation ef th B. ROHC Scheme

mobile network is an important step for LTE All-IP

and flat network architecture, and also a prepamati
for LTE network architecture.

C. IPv6in LTE/EPC mobile networks

The compression mechanism for IP headers desdiibed
the previous section for IP are not considered sbhacause
they do not perform well on links with high errates and
long round trip times like the wireless links anal bt take

The considerations from the preceding paragraptis th into account that some applications may actualhefiethat

led to the following observations. First, thereaisieed to
support private IPv4 addressing in mobile netwanksrder
to address the public IPv4 run-out problem. Thisans
there is a need for private - public IPv4 translatin the
mobile network. Second, there is support for IRvéoth

delivering packets with errors. Therefore, Robustatter
Compression emerged from the need to standardsmegke,
solid and extendable header compression protocat th
performed well over links with high error rates dadg link
round trip times, taking into account the probleshewn by

3G and 4G LTE networks already in the form of PDPits predecessors. ROHC scheme uses window basst lea

context and PDN connections. Also, mobile Interaeatess
from smart phones and other mobile devices is aatihg
the exhaustion of IPv4 addresses. It goes withayihg that
to realize LTE, it needs IPv6.

Il.  IMPACTS OFIPv6 ON ROHC

As the networks evolve to provide more bandwidltie t
applications, services and the consumers of
applications and services, all compete for thatdiagdith.
For network operators it is important to offer ghiQosS in
order to attract more customers and encourage themse
their network as much as possible. Hence among noagy
of the advantages could be achieving higher aveiagmue
per user (ARPU).

A. Introduction to IP Header Compression

In many services and applications like Voice over |
(VolP), interactive games, multimedia messaging #te
payload of the IP packets is almost of the same @izzven
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significant bits encoding for the compression ohaiyic
fields in the protocol headers. Due to its feedback
mechanism, ROHC is robust on wireless links witghhi
BER and long RTT. It can achieve compression up lyte
and thus it is more efficient than other compreassichemes.
Even though it is complex compared to earlier s@®rit is
suitable for wireless networks, which use the \@tgensive

thoskadio spectrum resource.

ROHC mechanism

The fundamental challenge in header compression
transmission over wireless links is to maintain tuerect
context at the decompressor in the face of quéquient bit
errors in the received packets. ROHC supports ttifeerent
modes for maintaining the context in different \Wass
systems [9]. The unidirectional mode is designedjstems
without a feedback channel from the decompressaheo
compressor, i.e., where the decompressor can
acknowledge the correct receipt of context infoforat To

for

not
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overcome this limitation, the compressor periodjcal call would be 28.8 kbps (with IPv4) or 36.8kbpsttwiPv6)
retransmits the context information. The bidiregib whereas the current service of voice call in cir@vitch
optimistic mode and the bidirectional reliable modee  domain needs a throughput of 12.2 kbps. Thus, tippst
designed for systems with a feedback channel froe t of this type of packet corresponds to a waste dfiora
decompressor to the compressor, i.e., where theesources and implies the need of performing a cessjpn
decompressor can acknowledge the correct receqmrgéxt of RTP/UDP/IP header to reduce the ratio betweeadére
information and/or send negative acknowledgemenots tand payload's sizes and consequently the necessary
request the retransmission of context informathith the  throughput, which is carried out by ROHC.

bidirectional optimistic mode, bit errors in thengoressed
header are detected with a 3-bit cyclic redundartoyck
(CRC) code. When the CRC check fails the decompress
generally discards the affected packet and attetoptspair

its context either locally or by requesting a cahtepdate
from the compressor. The reliable mode extends the
optimistic mode by a more complex error detectiod a
correction which uses a larger number of coding. lfitg. 1
illustrates ROHC mechanism.
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Figure 2. ROHC in a protocol stack
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D. Impact of IPv6 on ROHC in LTE

While considering the different protocol layers ahdir
functions in the LTE architecture, in the user-plathe
Packet Data Convergence Protocol (PDCP) layer
responsible for compressing and decompressing eéhdens
of user plane IP packets using ROHC to enableiefficise
of air interface bandwidth. PDCP specification &pl
header compression between the e-Node B and thén UE

The ROHC compressor replaces the RTP/UDP/IFRRelease 8 onwards. This is depicted in Fig. 3.
headers by its own, much smaller header. On theiver

Compressed Header

[T

Wireless Link

Framing / Error Detection

Framing / Error Detection

&

is

Figure 1. ROHC mechanism

side the decompressor transforms the ROHC heattethie
original protocol layer headers. A step by stepstiation of
header compression using ROHC is shown in Fig. 2. /

Packets with
cowgpressed header

multimedia stream packet composed for an IP networ @

transmission typically consists of a 20 byte IP deza @_ e MME/
(considering it to be an IPv4 address), an 8 byd®bieader,  rwate Serving ——>{ PDN-GW
and a 12 byte RTP header. The IPv6 version regairé8 GW

byte IP header, so the total RTP/UDP/IP headercsinesum
up to 60 bytes. When voice frame is an audio AMBecoof
12.2 Kbps, it travels on RTP protocol over UDP,ithes
themselves being very small. Payload is 20 to 68swith
a RTP/UDP/IP header of 40 bytes (IPv4=20 bytes; &P
bytes; RTP=8 bytes). Then due to the high reldtietween
header size and payload size, the transmission @P V
packets is not an efficient process. Being VolRaqeol to
service a playback application (voice playbackjrigsximum
end to end delay should be less that 150-200msyewhe
150ms is considered to be the best optimal valbes iF to

Packets with
compressed header

[Pv4/v6 Application
Server

/;0;(/
& @ eNoaeB

IPvdivBUE
Figure 3. ROHC applied in LTE architecture

Incorporation of header compression between twaesod
places restrictions on underlying link layer. IPylpad

guarantee the good quality of the sound to be mnéted.
The efficiency of transmission is low. For trangmg 20-60
bytes, a header of 40 bytes is needed, that rasudtselation
of 200% to 26.67%. It must be noticed that, becaigéis
significant header's size, the necessary throudgopat VVolP
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length must be inferred from the underlying linkyda
Decompressor must receive the packets in the sader o
that the compressor sends them. Packets are nbtatad
by the link layer between the compressor and deoesspr.
Header Compression requires extra resources orsribde
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instantiate the compression algorithms. This caclude
additional memory required on nodes for storageooftext
information and also additional processing requordodes
for compression and decompression of packets. ABIRO IPv6 Header uTp RTP Header | IPv6 Payload
always resides above the link layer, the other riete L | (e
components do not notice the usage of a compressic
scheme, but the wireless service provider can adkantage

of a significant reduction of the required bandWidROHC
requires from the link layer that the packets aetsn a Overhead = Total Header bytes / Total bytes tratechi
strictly sequential order. Also the packets arealiowed to = (60 / 1442) * 100 = 4.16%

contain routing information (single hop restricliol\s the
current LTE architecture implements ROHC with IPtHe
implementation of IPv6 introduces concerns related
expanded packet headers as the size of packet rhea
doubled from 20 Bytes (IPv4) to at least 40 Byl&v). In
addition to the above mentioned case, the incotjooraf
network-layer encryption mechanism which includgsrnet
Protocol Security (IPSec) nearly doubles IP openat
overhead. Hence, the methods that reduce this dggan
overhead will increase user throughput and/or tivetrer of
users a network can support.

Figure 5. Uncompressed IPv6 packet with an IPv6 payload

c) Case 3. Packet compressed using ROHC
aréechanisn with an | Pv6 payload.

Assuming robust header compression algorithm is
applied to the RTP/UDP/IP header, overhead caloulst
can be made:

Overhead = Total Header bytes / Total bytes trattechi
=(2/1442)*100 =0.14%

2) Considering a Vol P Payload
IV. PERFORMANCE EVALUATION Here, inorder to illustrate effect of ROHC in theice
packets, we consider VolP payload with audio codébg
chosen codec is AMR with the mode corresponding to
clearly the use of Robust Header Compression fopeed  throughput of 12.2kbps. Each 20ms, a 32 bytes (muket
in this section. For the sake of illustrating ttene, let us 1S generated by the codec. After encapsulation fuy t
consider an uncompressed IPv4 packet, uncompréBséd protocols Qescrlbed pefore, the pack«_et_t.o tranemiradio
packet and another packet that is compressed ®@gC  interface is much bigger than the initial AMR pao
mechanism. packet. Hereafter is illustrated the overhead thioed with
1) Considering a Payload that could be the size of the all these encapsulations.

maxi mum allowable MTU size of the network.

a) Case 1. Uncompressed |Pv4 packet with an |Pv6
payload.

Here, the case deals with the scenario when thérigs
to send a packet with an IPv4 header and with a6 IP
payload of size of 1442 bytes (here 1442 bytesisidered
as the MTU for the payload since the total payloadhe [
whole packet should sum upto 1500 bytes). Also péeket LDPLte AMR +125%
is encapsulated with a RTP and UDP header. Fig@wbe il
illustrates this pictorially. wh | — -—
122

An empirical evaluation considering three diffarpes
of packets to analyze the effect of overhead antlustrate

I
DPar
UDPLte Overhead

d1d

RTP

t?-"\-dl

21 dam 40 ddnm

Gl T2 hytes

IPuE

AR LDPar

AMR ‘
32 hytes 12z 2 UDPLte Overhead

1Pv4 Header UTP RTP Header IPvG Payload
{20 Bytes) (8 Bytes) (12 Bytes) | (1442 Bytes) ddhytes

Sﬂdl

RTP

52 brytes

. . +187.5Y
Figure 4. Uncompressed IPv4 packet with an IPv6 payload AMR 187.5%

122

Overhead = Total Header bytes / Total bytes trattechi
=(40/1442)*100 = 2.77% 52 bytas

. Figure 6. Overhead introduced with VoIP with AMR 12.2 Kbps
b) Case 2. Uncompressed IPv6 packet with an IPv6

payload. _ _ a) Case 1: Uncompressed IPv4 Header with an VolP
Here, _the UE tries to transfer a packet with an6IPv payload.

header with an IPv6 payload. Hence, the packetdbmnd Overhead = Total Header bytes / Total bytes trattechi

structure looks like in the Fig. 5. =(40/32)*100 =125%
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b) Case2: Uncompressed IPv6 Header with an VolP
payload.

Overhead = Total Header bytes / Total bytes trattechi
=(60/32) * 100 =187.5%

¢) Case3: VolP Packet Compression with ROHC.

Overhead = Total Header bytes / Total bytes trattechi
=(3/32)*100 =9.375%

Therefore, to meet the requirements in terms o&ydel
jitter and latency for interactive communicatioikel VoIP,
where delay is also caused due to sampling a
packetization, the transmission must be minimi2athen
using the Real-time Transport Protocol
IP/UDP/RTP headers for encapsulating voice samples,
ratio between the IP/UDP/RTP header portion andopaly
size is typically 2:1 and 3:1 for IPv4 and IPv6pestively.
Using ROHC in such scenarios will increase the leg®
capacity by the factor of 3 and 5 for IPv4 and IPv
respectively. The table below summarizes the differ
possible compressed gain values that can be obt&iom
various combinations of the headers calculated ecaly
as above.

TABLE I. HEADER COMPRESSION GAINS
Protocol Total Header Minimum Compressed
Headers Size (Bytes) Compressed Gain %
Header Size
(Bytes)

IPv4/TCP 40 4 90
IPv4/UDP 20 1 96.4
IPv4/UDP/RTP | 40 1 97.5
IPv6/TCP 60 4 93.3
IPv6/UDP 48 3 93.75
IPv4/UDP/RTP | 60 3 95

Although, from the results above we can concludg th 7]

the percentage compressed gain for IPv4 headereatey

when compared to the compressed gain of IPv6 head

ROHC vyields benefits in both IPv6 and IPv4. Infdtigre
are greater benefits with IPv6 due to a fixed-sieader and
static fields leading to even better compressiditieficy
gains. For e.g., a typical RTP/UDP/IPv4 has stfiticls of
25 Octets and dynamic fields of 15 Octets and ac#&yp
RTP/UDP/IPv6 has a static fields of 49 Octets ayadic
fields of 11 Octets. Therefore, IPv6 compressedibesaare
smaller than IPv4 compressed headers, as only feutets
are dynamic. Additionally, there is no fragmentatio the
network with IPv6 in the presence of path MTU disany in
IPv6, making every datagram compressible in IPv§hduld
be noted, however, that smaller packets offer dlsntarget
for bit errors. So the packet loss rate for any pa@ssion
method should be lower than for uncompressed packet
if ROHC has only a very small probability of lost sync
between compressor and/or decompressor state reachi
there should be a small reduction in overall patdss$ rate
between applications. This is a minor effect. Thaimm
purpose of ROHC is just to not increase the paldsst rate
between applications.
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V. CONCLUSIONS

The evolution from existing networks to LTE shoblkela
smooth and gradual process through mobile netwérk |
transformation. The most interesting question to be
addressed here is, is this shortage of IPv4 adehess
problem or an opportunity? Hoarding IPv4 addressed
postponing IPv6 deployment means that the countigag
away IPv4 risks becoming an island in the globaktne
generation Internet. Our preliminary results hdrews that,
inorder to facilitate quick prototyping and rapid
nimplementation, it is very important to consideerwsmall
details such the impact of ROHC within LTE. Our

(RTP) ancevaluation identifies the global addressing problenthe

context of efficient network utilization that helpsetwork

designers and vendors to carefully design thetesys With

IPv6 widely seen as crucial for the continued openaand

growth of the Internet, it is critical in mobile tm@rks in

6particular. It goes without saying that to realthés vision,

LTE needs IPv6. IPv6 is a minor aspect in the bigEL
scheme of things but is essential for its succasa &uly

global and pervasive means of communications.
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