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Abstract—A virtual network reconfiguration is one efficient
approach to accommodate the traffic that changes significantly.
By reconfiguring the virtual network, the network accommodates
the traffic even when the traffic pattern changes significantly.
The reconfigure has a large impact on the traffic passing the
reconfigured paths. Thus, the number of reconfigured paths
should be minimized. The number of reconfigured paths depends
on the virtual network topology before the reconfiguration, and
some topology requires a large number of reconfigured paths to
handle the traffic changes. In this paper, we investigate the virtual
network topology, which can handle significant traffic changes by
reconfiguring only a small number of paths. To investigate the
virtual network, we propose a index based on the evolution model
in the changing environments. We evaluate our index through
simulation, and clarify that our index indicates the adaptability
of virtual networks. We also compare our index with betweenness
centrality, and clarify that our index identifies the virtual network
with high adaptability to traffic changes more accurately.

Keywords—Traffic Change; Traffic Engineering; Topology; Op-
tical Network; Reconfiguration

. INTRODUCTION
In recent years, various new applications have been

ployed over the Internet. Such application leads the incre
of the traffic amount and the unpredictable traffic changes
[1]. A network must accommodate such a time-varying tra
fic efficiently. However, accommodating time-varying traffi
efficiently is difficult, because even if a backbone netwo

In case of significant traffic change, a large number of
optical paths may be required to be added to accommodate
the traffic after the change. However, adding a large number
of optical paths may take a large overheadbecause we require
setting OXCs for each optical path.

One approach to avoid adding a large number of optical
paths is to construct an adaptive virtual network, which can
handle any traffic change by adding a small number of optical
paths in advance. Thus, we investigate the adaptive virtual
network.

There are several metrics of the network topology. The
betweenness centrality of a link [5] indicates the probability
that traffic from a source node to a destination node passes the
link. The link criticality [6], [7] is obtained by dividing the
betweenness centrality by the bandwidth of the link. The link
whose betweenness centrality or link criticality is high may be
passed by a large amount of traffic. Thus, the topology with
links with high betweenness centrality or link criticality is easy
0 be congested. However, these indices do not indicate the

imber of optical paths required to be added when congestions

cur.

7. In this paper, we propose an index that identifies the adap-

y adding only a small number of optical paths. To propose

ive virtual network that can handle significant traffic changes

suitable for the current traffic is constructed, the backbofa® index, we are inspired by the natural lifeforms that survive

network becomes no longer suitable to traffic after the tra
change.

One approach to accommodate such a large time-varyi
traffic is to reconfigure the virtual network. Several methoc}g'

ﬁﬂpd evolve in the case of significant environmental changes.

The natural lifefroms are modeled [8] as a suite of functions,
ngch synthesizes products from environmental resources. In
s model, each individual dies if enough products for survival
annot be generated, while it duplicates itself and evolves if

to reconfigure the virtual network have been proposed [2];
[3], [4]. In these methods, a virtual network is constructe hough products are generated.

over the optical network, which is constructed of the optical We model the virtual network by the similar way to the
cross connects (OXCs) and IP routers. In this optical network@tural lifeforms, and propose an index calfémiv inclusive
each outbound port of an edge IP router is connected fgjation modularity(FIRM).

an OXC port. Lightpaths (hereafter called optical paths) areThe rest of this paper is organized as follows. In Section Il,
established between two IP routers by configuring OXCs alomg explain the characteristics of the lifeforms, which survive
the route between the routers. A set of routers and optical pattm&l evolve under significant environmental changes. Then,
between the routers forms a virtual network. Traffic betweenspired by the characteristics of the natural lifeforms, we
two routers is carried over the virtual network using IP laygrropose an index that identifies the adaptive virtual network.
routing. In this network, the virtual network is reconfiguredn Section Ill, we mention the steps to evaluate our index. In
dynamically by adding or deleting optical paths so as to suigection 1V, we show the result of the evaluation. Finally, we
the current traffic. conclude and mention about future work in Section V.
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Il. ADAPTABILITY TO ENVIRONMENTAL CHANGES AND
MODULARITY

virtual network accommodates traffic demands by assigning
traffic demands with links. When the utilizations of all links

A. Environmental Changes and Modularity in Lifeforms  are less than the threshold, we regard the virtual network as

Lipson et al. [8] clarified one of the characteristics of thge'ng operated proper!y. ) o
lifeforms that survive and evolve under significant environ- '€ model shown in Fig. 2 is similar to the model of
mental changes through simulations. They modeled individudf§forms shown in Fig. 1. The traffic demands of the model
as a suite of functions, which synthesizes products froffh Fi9- 2 correspond to the resources of the model in Fig. 1.
environmental resources as shown in Fig. 1. In this model, Therefore, applying the results of the lifeforms, a virtual
each individual dies if enough products for survival cannét€twork whose functions have large modularity may be adap-
be generated, while it duplicates itself and evolves if enoudMe to the significant traffic changes. Thus, in this paper, we
products are generated. Through the simulation using tijigfine the modularity of the functions of the virtual network,
model, they investigated the characteristics of lifeforms thafd investigate the relationship between the modularity and the
can survive and evolve in significant environmental changeBUmber of optical paths required to be added to accommodate

Among the characteristics of the lifeforms, they focus on trfignificant traffic change.
relationship between functions. Each function consumes some) Relationships between Functions in Virtual Network:
resources and generate products. The relationship betwéefine a modularity of a virtual network, we need to define
functions exists when those functions consumes the satf@ relationship among the functions in the virtual network. In
resources or when those functions carries out or blocks tthés paper, the function of the virtual network is modeled as
production of the same product. By using the relationshif}e suite of the function that accommodates each flow passing
they define the index callechodularity, which is defined by between source and destination nodes. In this subsection, we
the number of groups after dividing the functions into groupdefine the relationship between functions. There are several
that includes the related functions. According to the results approaches to define the relationship between functions. For
Lipson et al. [8], the lifeforms with higher modularity surviveexample, one approach is to regard the functions related to
and evolve. In addition, the lifeforms evolves so as to ha¥@e flows passing the same link as the related functions. In
higher modularity. this paper, we focus on the close relationship between the

When the modularity is high, functions belonging to th&inctions. We define the relationship as follows; the functions
different modules have only a small impact on each othé@r flow A and for flow B is regarded to have the relationship
Thus, the environmental changes on the functions in a modifighe all links passed by the flow A are also passed by the flow
do not affect the other functions in the other modules. AsB Hereafter, we call this relationshifpow inclusive relation
result, the individuals with the large modularity survive an(FIR).
evolve in the environmental changes. As shown in Fig. 3, FIR is described as a graph where a

vertex is defined for each flow. The vertices are connected with

B. Traffic Changes and Modularity in Virtual Network Opergdges if their corresponding functions have FIR. Hereafter, we
ation call this graphflow inclusive relation graptand call its vertices

Inspired by the lifeforms that survive and evolve in théow nodes
significant environmental changes, we model the virtual net-3) Flow Inclusive Relation Modularity:Applying the re-
work, and propose an index that identifies the virtual netwoslts of Lipson et al. [8] to the virtual network, the virtual
that can handle significant traffic changes by adding a sma#étwork with high modularity has strong adaptability to en-
number of optical paths. vironmental changes. In this paper, we define the modularity

1) Functions in Virtual NetworkThe function of the virtual by the modularity of the flow inclusive graph calculated by
network is to accommodate traffic. We model this functiothe method proposed by Newman [9]. Hereafter, we call this
of the virtual network, as shown in Fig. 2. In this model, anodularity theflow inclusive relation modularity (FIRM)

Copyright (c) IARIA, 2013.  ISBN: 978-1-61208-256-1 29


m-yoshinari
長方形

m-yoshinari
長方形


ICNS 2013 : The Ninth International Conference on Networking and Services

IIl. EVALUATION METHOD
A. Overview of the Evaluation Method

In this paper, we evaluate the relationship between the flow
inclusive relation modularity of a virtual network and the
number of optical paths required to be added to accommodate
significant traffic changes. In our evaluation, we perform the
following steps. First, we prepare some initial virtual networks
having various flow inclusive relation modularities. We calcu-

A Virtual Network A Flow Inclusive Relation Graph - . - . o )
Solid lines : Links Each ellipse corresponds to each flow  late the flow inclusive relation modularities of initial virtual
Dashed lines : Flows networks. Then we generate the traffic changes by randomly
generating the traffic, and reconfigure the virtual network so
Figure T. Flow inclusive relation model as to accommodate the traffic. We count the number of optical

paths added to accommodate the traffic.
In this evaluation, we generate 10 patterns of traffic matrices
A modu|arity of a graph is defined as for each initial virtual network.
In the rest of this section, we describe the details of
the generation method of initial virtual networks and traffic
Q= Z 1 Z (Aij _ kikﬂ‘) , (1) matrices, and the reconfiguration method of virtual network
2m To2m used in the evaluation.

geG i,jENg
where A,,is the number of edges between nadend nodej, B. The Generation Method of Initial Virtual Networks
k;is the degree of nodég m = %Zi k; is the total number In order to generate initial virtual networks with various
of edges,G is the set of modules and/, is a set of nodes FIRMs, we use a method to generate topologies with various

which satisfy; € G. modularity proposed by Hidaka [10]. This method uses the
In (1), ’;:; indicates an expected value of the total nupf?umber of groups: and probability parametep as inputs,

ber of edges in the group in a random network havir@g'd generates the topology by the following steps.
the same number of nodes and the same number of edge&irst this method generatesgroups and locate one node

(A - kiki ) indicates the difference between the totdl! each group. The nodes are connected so as to form a ring.
ij

2m . Tl?en, this method adds the nodes. When adding a node, the
number of edges in the group and the expected value 0 . -
the total number of edges in the corresponding group indroup of the node is selected randomly. The additional node

i . is connected to one node randomly selected from the nodes
random network. The modularit§) is a normalized value of .

kik, o A , in the group. Furthermore, an edge between the additional
Zz‘j Aij = W) by multiplying 5 so that the maximum 46 ang the node which belongs to other group is added

value of Q is 1. AsQ approaching 1 closer, the structure hagjith probability p or an edge between the additional node and

denser inner-module edges and sparser inter-module edgege node in the same group is added with probability- p).
Newman [9] proposed a method to divide a given networkhis method generates various topologies depending on the

into modules so as to achieve higher modularity. This metheglue p.

recursively divides a network into two modules so as to In this paper, we generate 255 initial virtual networks by

maximize the modularity until the division no longer increaseashanging the parameterfrom 0.00 to 1.00 at 0.02 intervals.

the modularity. We set the number of nodes to 49 and the number of groups
In this paper, we obtain a flow inclusive relation modularityo 5.

of the virtual network by applying this method [9]. The ) ] _

obtained flow inclusive relation modularity indicates whethér- The Generation Method of Traffic Matrices

the functions of the network are divided into groups so that Antoniou et al. [11] monitored the traffic in ISPs and

each group includes the functions closely related to each oth#tarifies that the traffic between source and destination router
In the network with the large flow inclusive relation mod#pairs follows a log normal distribution. Thus, in this paper,

ularity, several flows are closely related. If the congestione generate traffic matrices so as to follow the lognormal

occurs, the congestion is mitigated by adding an optical paiistrubution, whose parameters are set to the same value as

to the node pair which are the source and destination ndiie results by Antoniou et al. [11].

of a flow passing the congested links, and changing the route : _

of the flows. Moreover, the congestion of the other links mdy- 1€ Reconfiguration Method of Virtual Netowrks

also be mitigated, because adding the optical path enables thin this paper, we use a reconfiguration method based on the

route change of the other flows belonging to the same moduteethod proposed by Gencata et al. [4]. This method continues

As a result, the congestion of all links may be mitigated by add optical paths until the utilizations of all links become

adding a small number of paths. lower than the threshold'h.
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35
In this paper, we use a method that accommodates the traffic

by a small number of optical paths. To make the number of 301
optical paths required to be added small, we add the optical
paths where we can minimize the maximum link utilization.
The reconfiguration method performs the following steps.
1) Calculate all the utilizations of links. Denote the maxi-
mum link utilization asL.
2) If L < Th the reconfiguration is over. Otherwise go 3.
3) For each node pair, calculate the maximum link utiliza- 54
tion when the optical path between the pair is added.
4) Add the lightpath between the node pair that minimizes
the maximum link utilization. Then go back to 1. 5 : : : ; ; ;
In the above steps, we calculate the routes over the virtual 0% oM ode D80 0% 080 080T
network by CSPF. To avoid a large overhead, when adding an
optical path, we change only the routes of the flows passifigure «. Flow Inclusive Relation Modularity and the Number
the link whose utilization is larger thafh. of Added Paths

25 4

20

# of Added Paths
o

Flow Inclusive Relation Modularity

IV. EVALUATION RESULT

A. Relation between Flow Inclusive Relation Modularity and dicates th . betw trality of h virtual
the Number of Added Paths Indicates the maximum betweenness centrality of each virtua

. ] ) ] _network, and the vertical axis indicates the number of added
Fig. 4 shows the relation between the flow inclusive relatl%hths of each virtual network.

modularity and the number of added paths. In this figure, From Fig. 5, there are the positive relation between the

the horizontal axis indicates FIRMs of each virtual networl?naximum betweenness centrality and the number of optical

and the vgrucal axis indicates the ngmt_aer of added pa Sths required to be added. This is because the virtual network
of each virtual network. Each circle indicates the avera

ber of added path q h bar indicatessta, th the smaller maximum betweenness centrality has less
nurr]ldero a te pla fir?n ggcd errtcr)1r ar indica ¢ possibility to congest. Therefore, in the virtual network with
confidence interval ot the added patns. the small maximum betweenness centrality, few links are

From Fig. 4, there are negative correlation between tlgg - ;
. ngested, and the number of optical paths required to be
FIRM and the number of added paths except for 2 virtual ”%{adgd is small . pY P aul

works, which not contain links with utilization larger than . . -
orks, ch do not conta S utiizafion farger tha However, the above discussion does not indicates that

Th. This is because adding an optical path between a sougﬁng virtual network with the smaller maximum betweenness

and destination nodes of a flow whose corresponding functi nirality is adaptive to anv traffic chanaes by adding onl
belongs to a module mitigates not only the congestions of th& y P ) y ges by g only
small number of optical paths. If the traffic changes more

links passed by the flow but also the congestions of the linRs>"X .
. . sjgnificantly, the number of the congested links becomes large.

passed by the flows whose corresponding functions belong ; ) .
ven in this case, the virtual network should accommodate

the same module. traffic by adding only a small number of optical paths
The modules in the flow inclusive relation graph corresponaa y g only P P )

to the cohesion of flows passing the same links. If the FIR in 1 herefore, we focus on virtual networks having the mul-
the module is close, by adding an optical path between ifigle congested links. In this comparison, we use the virtual
source node and destination node of a flow in the module, WEWOrks whose maximum betweenness centralities are from
change not only the routes of the flow but also the routes 8 t© 0.5. In this comparison, we also exclude the virtual net-
the other flows in the same module. As a result, by adding"‘ﬁ’rks with the larger maximum betweenness centralities than
small number of optical paths, all of the congestions may )=, because the virtual network with the large betweenness
mitigated. On the other hand, if the FIRM is low, a |arggentrality should not be constructed, because it is too easy to
number of optical paths are required to be added becal¥econgested.

the number of flows whose routes can be changed by addim]fig- 6 shows the relations between the flow inclusive
optical paths is small. relation modularity or the maximum betweenness centrality

and the number of optical paths required to be added, among
the virtual networks whose maximum betweenness centralities
In this subsection, we compare the FIRM with the betweeare from 0.4 to 0.5. There is clearly observable negative
ness centrality. The betweenness centrality of a link indicatesrrelation in Fig. 6a. On the other hand, several virtual
the probability that the congestion occur at the link. In thisetworks have the similar maximum betweenness centralities,
subsection, we investigate the maximum betweenness centbait have various numbers of added optical paths. This is
ity among all links. Fig. 5 shows the relation between theecause the maximum betweenness centrality identifies only
maximum betweenness centrality and the number of optigdhe virtual network easy to congest and cannot identify the
paths required to be added. In this figure, the horizontal axistual networks that handle traffic changes by adding only a

B. Comparison with Betweenness

Copyright (c) IARIA, 2013.  ISBN: 978-1-61208-256-1 31


m-yoshinari
長方形


ICNS 2013 : The Ninth International Conference on Networking and Services

30

20 +

15

# of Added Paths

# of Added Paths
> o
—e—r]
e
—e—o
—e—
f—e—r

0 T T T T T T T T

0.46 0.48 0.50 0.52 0.54 0.56 0.58 0.60 0.62 064

T T T T T T
0.1 02 03 0.4 05 06 0.7 08

Maximum Value of Between-ness Flow Inclusive Relation Modularity

. . a) Flow Inclusive Relation Modularit
Figure 5. Maximum Betweenness and the Number of Added (@) Y

Paths 30

25 A

20 A

small number of optical paths. F l

C. Evaluation Result with False Negative Rate and False
Positive Rate

# of Added Paths
o
h—t-eo——H
e
[——
[e———]
%4
f——i

To evaluate the relation between the flow inclusive modu- 5 |
larity and the number of optical paths required to be added {
more clearly, we investigate the accuracy of the method to |
identify the virtual network that only a small number of 3
additional optical paths to handle traffic changes. In this o | | | | | |
evaluation, we use the following method to identify the virtual 038 040 042 044 046 048 050 052
networks based on the flow inclusive relation modularity or Maximum Value of Between-ness
the maximum betweenness centrality. In the case of FIRM, (b) Maximum Betweenness
we set a threshold to the FIRM, and identify a network wit‘gi
FIRM higher than the threshold as the network that requir
only a small number of additional optical paths. In the case o
maximum betweenness centrality, we identify a network with
the maximum betweenness centrality lower than the threshold
as the network that requires only a small number of additiongdlditional optical paths but require more th&p, additional
paths. optical paths.

In this paper, we use the false negative rdtév(R) and the In this section, we investigated the relationship between
false positive rate [ PR) as metrics to evaluate the accuracyi’NR and F PR of virtual netwoks with the maximum be-
FNR is defined by tweenness centrality from 0.4 to 0.5, changing the threshold

for each index. Fig. 7 shows the relationship betwd&N R
ENR = msn/m,, (2)  and FPR in the case of FIRM. In Fig. 7Ry, is set to 10.
Ehe horizontal axis indicates theN R, and the vertical axis
agicates theF' PR.

In the same manner, Fig. 8 shows the relationship between

FNR and FPR in the case of maximum betweenness cen-

additional optical paths but require only less th&p, addi- trality. In Fig. 8, Ry, is set to 10. The horizontal axis indicates

tional optical paths. Similarly, the false positive r{PR) the I"N, and the vertical axis indicates tierR.
is defined by Comparing Fig. 7 with Fig. 8, the method using FIRM

FPR = msp/m,, A3) achieves both lowel"NR and lower FPR at the same
time. This result means that FIRM identifies virtual networks,
wherem,, is the number of virtual networks whose averagehich can accommodate significant traffic changes with less
numbers of additional paths are more than a certain threshalitlitional paths more accurately. Therefore, to construct the
Ry, andmy, is the number of virtual networks which areadaptive virtual network that can handle significant traffic
identified as the virtual networks that require less thigyy changes by adding only a small number of optical paths, we

ure €. Partial Comparison of Virtual Networks with Their
aximum Betweenness from 0.4 to 0.5

wherem,, is the number of virtual networks whose averag
numbers of additional paths are less than a certain thresh
Rgoar, andmy, is the number of virtual networks which are
identified as the virtual networks that require more than
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should construct the virtual network whose FIRM is large.

V. CONCLUSION AND FUTURE WORK

changes.

ACKNOWLEDGEMENT

This work was partially supported by JSPS Grant-in-Aid for
Young Scientists (B)23700077.

(1]
(2]

(3]

(4]

(5]
(6]

[7]

(8]
El

REFERENCES

Ministry of Internal Affairs and Communications, “2012 White Paper
Information and Communications in Japa.:,” ” Jul. 2012.

B. Ramamurthy and A. Ramakrishnan, “Virtual topology reconfigura-
tion of wavelength-routed optical WDM networks,” in Proceedings of
Globecom, vol. 2, Nov. 2000, pp. 1269 —1275.

Y. Ohsita et al., “Gradually reconfiguring virtual network topologies
based on estimated traffic matrices,” IEEE/ACM Transactions on Net-
working, vol. 18, no. 1, Feb. 2010, pp. 177 —189.

A. Gencata and B. Mukherjee, “Virtual-topology adaptation for WDM
mesh networks under dynamic traffic,’” IEEE/ACM Transactions on
Networking, vol. 11, Apr. 2003, pp. 236-247.

L. C. Freeman, “A set of measures of centrality based on betweenness,”
Sociometry, vol. 40, no. 1, Mar. 1977, pp. 35-41.

A. Tizghadam and A. Leon-Garcia, “Autonomic traffic engineering for
network robustness,” IEEE Journal on Selected Areas in Communica-
tions, vol. 28, Jan. 2010, pp. 39-50.

A. Bigdeli, A. Tizghadam, and A. Leon-Garcia, “Comparison of network
criticality, algebraic connectivity, and other graph metrics,” in Proceed-
ings of SIMPLEX. ACM, Jul. 2009, pp. 4:1-4:6.

H. Lipson, J. B. Pollack, and N. P. Suh, “On the origin of modular
variation,” Evolution, vol. 56, no. 8, Aug. 2002, pp. 1549-1556.

M. E. J. Newman, “Modularity and community structure in networks,”
Proceedings of the National Academy of Sciences, vol. 103, no. 23, Jun.
2006, pp. 8577-8582.

[10] N. Hidaka, “A topology design method for sustainable information

networks,” Master’s thesis, Graduate School of Information Science and
Technology, Osaka University, Feb. 2009.

[11] I. Antoniou, V. Ivanov, V. V. lvanov, and P. Zrelov, “On the log-normal

In this paper, we proposed the flow inclusive relation modu-

larity (FIRM) as an index to identify the virtual network, which

can handle significant traffic changes by reconfiguring only
a small number of optical paths. Through the evaluation of
relationship between the FIRM and the number of optical paths
required to be added, we clarified that the FIRM identifies the
virtual networks, which can accommodate any traffic changes
with a small number of additional paths. Our future work

includes a method to construct virtual networks with the large
FIRM. For example, if the virtual network has low adaptability

and the link utilization are increasing, some optical paths

should be added to increase the FIRM so as to increase the

adaptability to future traffic increases. On the other hand,

if the link utilization is sufficiently low, some optical paths

distribution of network traffic,” Physica D: Nonlinear Phenomena, vol.
167, no. 1-2, Jul. 2002, pp. 72 — 85.

should be deleted to release the resources so as to be used by
the future reconfiguration. When deleting the optical paths,
by considering the FIRM, we keep the adaptability to traffic

Copyright (c) IARIA, 2013.  ISBN: 978-1-61208-256-1

33


m-yoshinari
長方形

m-yoshinari
長方形

m-yoshinari
長方形


